
 

Our Policy on Cybersecurity 

 

SNBL partners with many companies in operating its business and understands that ensuring a high level of 

information security in the relationships between the partners and SNBL's business operations is an important 

issue for the company's business management. The following basic policy is aimed at protecting our 

information assets, including customer information and personal information, from cybersecurity risks. 

 

1. We will observe laws, regulations and government-issued guidelines related to cybersecurity.  

2. We will build and operate a system for managing cybersecurity. 

3. We will gather correct information about cybersecurity and make efforts to build defense against and 

detect cybersecurity risks. 

4. In the event that an incident relating to cybersecurity has occurred, we will promptly and properly 

handle it and prevent it from recurring. 

5. SNBL provides its officers and employees with education and training to raise their awareness about 

cybersecurity risks and the importance of information assets. 

6. We will inspect our measures against cybersecurity whenever necessary and keep improving them. 
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